
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Product case-study 
October 2024 

Product Griffin View ASM Edition 

Customer Top-10 European bank 
Assets > 9000 Internet-facing IPs and URLs  
Project 3 weeks from order to production 
 

 

    
Faced with the scenario of 
potentially compromised 
VPN appliances in business 
units around the world, our 
customer’s CSIRT team 
needed to have a global 
overview of all their VPN 
devices, whatever the 
technology.  

Using ONYPHE data they 
were able to quickly build a 
domain-based inventory, 
without needing lists of IPs. 

Griffin View ASM Edition 
allowed them to identify 
vulnerable appliances within 
seconds and trigger incident 
response where needed. 

 

Griffin View ASM Edition : 

• the power of ONYPHE “Griffin View” data 
• advanced asset life-cycle tracking 
• intuitive data-analytics platform 
• attack surface management using four 

complementary perspectives :  
o hosting providers & protocols 
o critical vulnerabilities 
o risky configurations & IAVs 
o technologies & vendors 

• no limit on the number of assets 
• vendor risk management for an 

unlimited number of vendors & partners  
• fixed price 
• SAAS solution 
• lightning-fast performance 
• access to the raw data and APIs 

Loved by operational security teams, ONYPHE has been scanning the Internet since 2017. Our API-centric proprietary technology offers both 
passive scan data and on-demand active scans at any scale, and we scan both IPs and URLs so we see things other vendors don't 

Find out more or book a demo 
https://www.onyphe.io/pricing 
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