
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Product case-study 
October 2024 

Product ONYPHE “Griffin View” 

Customer Regional CSIRT 
Assets estimated ~100,000 
Project 2 months  
 

 

  
Protecting small-businesses 
and local government systems, 
Regional CSIRTs in France are 
on the front-line in the fight 
against ransomware. 

Using ONYPHE passive scan 
data, our customer can 
respond to new critical 
vulnerabilities for hundreds of 
entities, proactively reaching 
out to affected organisations in 
their geographical area.  

Riskscan data enables them to 
offer a baseline security audit 
for an unlimited number of 
beneficiaries. Our API and 
flexible integrations allow them 
to export the raw JSON data 
and work in the way they want. 

ONYPHE Griffin View : 

• ONYPHE 100 % passive-scan technology  
• unlimited queries and results 
• lightning-fast response time 
• wildcard searches in FQDN or TLS data 
• full-text search in raw-service responses 
• on-the-wire protocol detection 
• tags and categorises thousands of 

technologies and configurations 
• vulnscan category identifies hundreds of 

known-exploited vulnerabilities 
• riskscan category tags known risks and 

vulnerable configurations 
• Discovery API allows for bulk-queries by 

domain, tld, IP range or any other field 
• up to 24 months historical data 
• access to the JSON data and APIs 
• trusted and experienced support team 

 

Loved by operational security teams, ONYPHE has been scanning the Internet since 2017. Our API-centric proprietary technology offers both 
passive scan data and on-demand active scans at any scale, and we scan both IPs and URLs so we see things other vendors don't 

Find out more or book a demo 
https://www.onyphe.io/pricing 
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