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By 2021, at least 75% of 
large and global 
organizations will 
implement a multicloud-
capable hybrid
integration platform, up 
from less than 25% in 2018.

Gartner 
How to Architect a Multicloud-Capable Hybrid Integration Platform
Published 3 May 2018 - ID G00344836



Key challenges:

Application leaders are increasingly 
dealing with applications and data 

sources scattered across 
multiple providers' cloud 
environments and 
structures (IaaS, PaaS and 

SaaS). 

Different integration platform 

providers support diverse ways 
to tackle multi-CSI, which 

makes it difficult for application 
leaders to match these offerings 
with their requirements.

Although integration platforms are 

becoming more versatile, few 
can address all of the 
requirements in 
organizations with a wide 

range of highly differentiated multi 
CSI scenarios.



Running several clouds requires not only

skills but also human resources and time



Continuous 
support for 
Optimization and 
Multi-cloud 
Governance

Improving 
personalized support 
thanks to a 24/7 
next-generation 
managed services

Agnostic solution for 
Transformation of 
Datacenter to the
cloud

Providing a Leak 
Detection Audit to 
secure the cloud 
environments
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… so the areas to be covered by the government layer are:



“Organizations need to develop a governance

layer that can provide this complete abstraction 

from the unique functionality of different cloud 

vendors and enable cloud-agnostic 
implementation without extra complexity.”

Forbes Technology Council, 2018



Gartner Published 7 January 2019 - ID G00369278
Dennis Smith, Matthew Cheung, Colin Fletcher, Padraig Byrne
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Most of existing scenarios provide limited capabilities in cloud 
migration, backup, monitoring, disaster recovery and security



Based on that analysis, we identify the following key challenges 
for gaining Multi-Cloud Interoperability:

Matching the 
Organization 

structure with 
the existing 

accounts and 
subscriptions

Creating and 
controlling 

users and roles 
based on each 
organization 

area 
responsibilities

Defining and 
applying 

homogeneous 
tagging and 
values to all 

cloud resources 

Controlling and 
auditing the 
start/stop of 
services in a 
single panel

Defining, 
applying and 

logging planned 
Start/Stop/Resiz
e for a defined 
set of services

Controlling and 
monitoring  all 

the security and 
leak risks

Maximize the 
use of cheapest 
resources with 

the best 
reliability and 
performance 
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Cost Performance Pricing Configuration Lifecycle Utilization
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The Enterprise Model

Company

IT Marketing Sales

DigitalShared
Private NA

SaaS Platform
Cloud Operation & Optimization

Internet

R1 R2 R3 R4 R1 R2 R3 R4 ….

Helping to consolidate the governance of multi-
cloud environment aligned with your business and 
simplifying the complexity



Providing a complete set of functionalities that helps to 
increase and optimize the control in a single panel

Governance OptimizationAutomation

Control

Operation 
Infrastructure utilization
• Consolidate Advisor

Shadow groups

Organization match with 
multicloud accounts

Planning

Actions
• Start, Stop, Resize…
• Deployment Automation

Backup
• Retention Policies
• Type of Snapshot
• Alerts

Tagging control

Realtime dashboard

Multitenant (Enterprise Organization)

Reporting

Audit Data & User activity

Autoscaling Management
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Let’s review in detail 

some of the key features 



Cloud account
creation

• Cloud account list
• Organizational units

hierarchy

Registration and Multi-cloud management
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Total resources and 
measure of tagging
policy compliance

Resources filter
with compliance

percentages
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Governance of resources evenly



Advanced filter by
cloud provider, 

cloud account and 
resource type

Details dashboard
of all resources
managed by the

platform
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Operation of resources



Automations
behaviour, KPIs and 

their total results

Creation of an
automation

Confidential - Property of Enimbos 2020

Resources automation: 

Start/stop based on predefined schedules



Backups dashboard
with KPIs and total 

results

Backup creation
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Backup automation: 
Snapshots based on predefined schedules



Shadow groups
dashboard

Shadow groups
timeline

Scale In/Out
Policies dashboard
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Optimization:

Use of shadow-groups



Multicloud
monitoring of

alerts, alarms and 
warnings

Advanced filter by
cloud provider and 

cloud account
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Monitoring:

Control and alerts system



Monitor of
multicloud

recommendations
Advanced filter by
cloud provider and 

cloud account
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And finally… the “guest star”:

Multicloud recommendations




