
Digital Investigation

• Online & OSINT Investigation
• Cloud Data Acquisition
• Apps & Social Media Investigation
• Due Diligence & Vetting
• Routers, Wi-Fi & IP Address Analysis
• Digital Scene Preservation

• Remote / On-site Data Collection
• Data Processing and Analytics 
• Document Review for all sizes
• AI Document Review
• e-Disclosure
• Subject Data Requests

• Call Data Records Analysis
• Conduct RF Surveys
• Attribution Analysis
• Call Schedules and Mapping
• Colocation Analysis
• Case Strategy & Contentions

• Streamline Case Management
• Customisable Exhibit Management
• Enhanced Reporting Tools
• Supports ISO/IEC 17025:2017 

Compliance
• Handle Forensic Submission Requests

Cyber Security

Case Management

Cell Site Analysis

• Cyber Essentials & Cyber 
Essentials Plus

• Penetration Testing
• Retained Incident Response
• SOC & SIEM services

• Computer Forensics
• Mobile Phone Forensics
• UAV (Drones) Forensics
• Satellite Navigation Devices
• Audio & Video Forensics

Digital Forensics

e-Discovery



• X
• sales@intaforensics.com

0247 77 17780

https://www.intaforensics.com

https://www.linkedin.com/company/intaforensics-ltd

Please get in touch to discuss your requirements:

IntaForensics is a UKAS accredited testing laboratory (No. 7733) and has 
demonstrated compliance to the Forensic Science Regulator Code of 
Practice. IntaForensics holds certification to ISO 9001:2015, ISO 14001:2015 
and ISO/IEC 27001:2022.

Quality Consultancy & Certification

We provide quality as a service including support and guidance for ISO 
accreditation and QMS implementation. Our consultancy services cover 
the following range of standards:

“Thank you for assisting with 
the urgent report. We relied 
on it for an effective 
cross-examination of the 
Crown. It went very well and 
would not have been 
possible without your urgent 
help, so thank you very 
much.” 

"IntaForensics are a trusted 
cyber security partner. Their 
knowledge, pragmatism and 
quality of communications 
are excellent and always 
help to make the 
re-certification process as 
straightforward as possible.”

Here's what 
some of our 
customers 
have to say Digital Forensics Cyber Security

• ISO/IEC 17025:2017
• FSR Code of Practice
• ISO/IEC 27001:2022


