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WELCOME TO INTERNATIONAL 
SECURITY WEEK
I am delighted to announce the very first International Security Week, an innovative 4 
day virtual event brought to you by Nineteen Group, organisers of the award winning 
International Security Expo (ISE), and co-located International Disaster Response Expo 
and the newly launched co-located International Cyber Expo.

It is a sign of the times that we are staging an event that is an entirely digital affair, with the continuing global 
health crisis preventing us from meeting in person this year. 2020 has presented a raft of unexpected 
challenges for governments and security organisations around the world. While the industry is recognised for 
its ability to adapt and respond to changing threats and environments, the impact of COVID-19 has created an 
unprecedented pace of change.

As the UK Terrorism threat level has also recently been raised to severe, meaning an attack is highly likely, 
one thing is clear, that there has never been a more important time for those involved in trying to make our 
country more secure, to come together in order to share best practice, understand each other’s requirements, 
remain abreast of the technologies and procedures and help strengthen our security.

With 4 packed days of free exclusive sessions, CPD certified by The Security Institute and filmed in a studio 
setting, join over 45 experts from around the globe, hosted by veteran security and intelligence journalist, 
Philip Ingram MBE. We are also honoured that each day of the event will be opened by former UK 
Security Minister and ISE’s Chairman, Admiral the RT. Hon. Lord West of Spithead GCB DSC PC. 

I would like to say a huge thank you to our Sponsors - HS Security, Tripwire, Apstec Systems 
and Blackberry, the Home Office, our speakers, partners and our Advisory Council for their 
support in bringing this event together against the unexpected challenges that COVID-19 
has presented.

We cannot wait to for the industry to meet again face-to-face at International 
Security Expo, International Disaster Response Expo and International Cyber 
Expo on the new dates: 28-29 September 2021 at Olympia, London.  

We look forward to working with you towards a stronger, and brighter 
future, together. 

 
Kind regards

Rachael Shattock 
Group Event Director
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DAY 1: 30TH NOVEMBER
INTERNATIONAL SECURITY MATTERS

International Media Partner Day 1 Lead Counter Terror PartnerOfficial Lead Media Partner

Incorporating:

Terror, crowded places, and aviation and transport headline the first day of International Security Week. With the 
priorities for Counter Terror Police UK being balanced against the new Protect Duty, or Martyns’ Law, ISWeek will 
offer real in-depth discussion about what it means for some of our iconic places. Of course the terrorists will be 
using the pandemic to develop, plan, prepare for atrocities in the future and we will look at that in detail from the 
perspective of a former member of Al Qaeda, and MI6 spy and look at wider international priorities.

10:30-10:40

INTRODUCTION
Welcome to Day 1 of International Security 
Week
•	 Admiral the Rt. Hon. Lord West of Spithead 

GCB DSC PC, Former UK Security Minster and 
Chairman of International Security Expo

An introduction and welcome to Day One from Former UK 
Security Minister, Admiral the Rt. Hon. Lord West of Spithead GCB 

10:40-11:05

KEYNOTE PRESENTATION
State of the Nation - The Current Counter 
Terror Situation
•	 Lucy D'Orsi, Deputy Assistant Commissioner, 

Specialist Operations, Counter Terror Police UK

DAC Lucy D’Orsi will set out the priorities Counter Terrror 
Police UK are seeing. Describing how the lack of attacks is not 
an indication of a lack of threat. How the threat from Islamist 
extremism remains and is changing but other threats, in particular 
from Extreme Right Wing groups are becoming more visible 
and something that society needs to be aware of. She will 
emphasise that the police can’t deal with the threats alone so are 
working closely with private industry partners, but also that the 
public have a key role in this and this is exemplified by the ACT 
programme and everything that falls out of it.

11:05-11:30

PRESENTATION
The NCA a State of Where We Are
•	 Steve Rodhouse, Director General Operations, 

National Crime Agency (NCA)

Steve Rodhouse as the Director General Operations with the 
NCA will give an overview as to the NCAs priorities, successes 
and future developments in the fast-changing arena of dealing 
with Serious and Organised Crime. It is a subject with the 
potential to touch us all and Serious and Organised Crime is one 
area that hasn’t stopped during the Pandemic.

11:30-12:10

PRESENTATION
The Challenges Facing Aviation and Transport 
Security Today
•	 James Cowan, Security Risk Manager, Heathrow 

Security Intelligence
•	 Paul Crowther OBE, Chief Constable, British 

Transport Police

The fact that our transport networks and hubs are part of our 
Critical National Infrastructure, are de facto crowded places. 
Thoughts on what tips should be given to those drafting the 
new Protect Duty legislation but within that practically exploring 
how the police and other public bodies can work better with the 
private sector and vice-versa. Airports are getting it more right 
than many, so what lessons can be taken to help other areas of 
CNI, Crowed Places and collaborative working.

12:10-12:40

COMMENTARY
Transnational Organised Crime and Borders
•	 Dr John Coyne, Head of Border Security, 

Australian Strategic Policy Institute

Border Security issues are a global issue, even for other Island 
nations. Dr John Coyne will take an indepth look at the issues 
facing Australia, transnational organised crime, smuggling 
people, drugs and more contraband.

12:40-12:55

PRESENTATION
Integration of Physical Security - 'Mind the 
Gap'
•	 Niall Griffin, Hardstaff Barriers, Representing HS 

Security, a Division of Hill & Smith PLC

While the terror threat in the UK remains ‘substantial’, minding the 
gap between the identification of risk and the implementation 
of measures must be managed. When considering security 
design and implementation in response to the identification 
of risk, it is vital to consider the whole picture and not just the 
‘front-of-house’. This ultimately goes together with changing 
the perception of investment in security measures. To achieve 
successful security schemes, there must be an acceptance of 
responsibility to keep critical national infrastructure and the public 
safe. Where does this responsibility start and end?

12:55-13:50

PANEL
Crowded Places and the new Protect Duty
•	 Barry Palmer, Head of Safety and Security, Tate 

Gallery
•	 Fay Tennet, Deputy Director of Security 

Operations, Houses of Parliament
•	 Figen Murray, Mother of Martyn Hett
•	 Shaun Hipgrave, Senior Home Office Official

Figen Murray, mother of Martyn Hett who was tragically 
murdered in the Manchester Bombings, will discuss her 
campaign for Martyn’s Law and provide a personal insight to the 
devestating effects when security fails. Shaun Hipgrave will go 
on to outline the thinking behind Protect Duty and Fay Tennet 
and Barry Palmer will end the session discussing practicalities 
and the balance needed to ensure access to iconic sites isn’t 
halted.

13:50-14:45

PRESENTATION
Islamist Terrorist development during the 
Pandemic
•	 Aimen Dean, Former member of Al-Qaeda and 

MI6 Spy

Islamsist terror hasn’t gone away. The drivers behind Al-Qaeda 
and ISIS remain but are morphing. How are they developing? 
How are they maintaining or developing support? What should 
we be looking out for? How do we counter the threat whilst 
mainting a free and open society? It is through the understanding 
that can only come from a former member of Al-Qaeda, one 
of their bomb making experts, but someone who covertly 
dedicated his life to undermining them from the inside by 
passing intelligence to MI6, that we can begin to put the current 
and developing threat into perspective.
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DAY 2: 1ST DECEMBER
INTERNATIONAL CYBER THREATS

International Media Partner

Incorporating:

Official Lead Media Partner

Cyber is never out of the news and we are seeing it discussed more often. So what are the trends and how 
have they been influenced by the Pandemic? Key to cyber threat mitigation is the human factor and awareness 
training. Our world-class speakers delve into these areas in some detail. This programme offers further detail on 
UK government priorities and will give businesses that edge.

10:30-10:35

INTRODUCTION
Welcome to Day 2 of International Security 
Week
•	 Admiral the Rt. Hon. Lord West of Spithead 

GCB DSC PC, Former UK Security Minster and 
Chairman of International Security Expo

An introduction and welcome to Day Two from Former Security 
Minister, Admiral the Rt. Hon. Lord West of Spithead GCB DSC PC

10:35 - 10:50

KEYNOTE PRESENTATION
Keynote - The Cyber Threat
•	 Chris Greany, Managing Director, Templar 

Executives

Chris Greany, the former lead for Economic Crime with the City 
of London Police and former head of investigations with Barclays 
Bank and now MD of a leading cyber consultancy will set out the 
threat landscape. What should businesses be focusing on? How 
are nation states potentially threatening businesses and other 
establishments in the UK, and what is the cyber threat reality as 
opposed to the scaremongering we usually hear about?

10:50- 11:20

PRESENTATION
Exclusive Cyber Market Insights
•	 Anthony Leather, Co-founder and Director, 

Westlands Advisory

Cyber security is the fastest growing and most dynamic sector 
in security. Securing and protecting digital networks and assets 
across government and business organisations presents a huge 
challenge. Westlands Advisory will present key findings from their 
cyber security series that tracks the global cyber security market 
size and growth, technology maturity, competitor ecosystems 
and customer requirements. The presentation will include 
information from the latest set of data released in October 2020 
and will answer the following points: ‘’What are the key industry 
trends, Economics, Risk and Threats, Regulations and Policy 
that are affecting the cyber security market? ‘’How are cyber 
security technologies developing? What new technologies 
are emerging and which are growing the fastest? ‘’How has 
COVID-19 impacted the cyber security market? Have suppliers 
and customers adapted and what products are services are now 
in demand? ‘’Which sectors are spending the most on cyber 
security and how will this evolve in the future?

11:20- 12:05

PANEL
Countering the Cyber Threat and Future 
Trends. How has this been influenced by the 
Pandemic?
•	 Emma Philpot MBE, CEO, IASME Consortium
•	 Graham Ingram, Chief Information Security 

Officer, Oxford University
•	 Dr Henry Pearson, UK Cyber Security 

Ambassador at Department for International 
Trade, DIT, UKDSE

•	 Ian Thornton-Trump, Chief Information Security 
Officer, Cyjax 

Cyber is a term we see and hear in the press on a daily basis, but 
what is the reality from a CISOs perspective? What is the reality 
from the only body able to provide Cyber Essential Certification 
on behalf of the UK’s NCSC? What does cyber mean from a UK 
export point of view given that the UK is ‘the 3rd largest security 
exporter across the globe? Examining the threat to our IP being 
developed in conjunction with academia. With practical issues 
common across all industries, this lively debate will touch all 
relevant aspects of this complex but fascinating area.

12:05-12:20

PRESENTATION
IT - OT Convergence
•	 Emanuel Ghebreyesus, Strategic Account 

Executive, UK Government, Nuclear & CNI, 
Tripwire

Tripwire’s Emanuel Ghebreyesus will delve into the technical and 
human aspects of cyber operations. Covering the global cyber 
security resource shortage, and the demand for operational 
technology, OT.

12:20-13:10

FIRESIDE CHAT
Social Engineering - People Manipulation in 
Cyber
•	 Jenny Radcliffe, The People Hacker

Cyber is too often looked at as a technical issue, forgetting it starts 
with a person in the physical environment. Coding, uploading or 
clicking and ends up with an effect in the physical environment 
involving people. Those very people can be manipulated, 
hacked, often more easily than the networks they use. With 
huge insights from Jenny Radcliffe, internationally renowned as 
“The People Hacker” chatting with Philip Ingram MBE, who in his 
intelligence roles convinced people to supply him information. 
This fascinating session will open everyones eyes.

13:10-14:10

PRESENTATION
Cyber Security Baseline Training. Principles 
and real-life examples
•	 Dave Blight, Detective, Cyber Griffin, City of 

London Police

Are you looking to protect yourself or your organisation from 
cyber crime? Understand best practice, the latest updates and 
benefit from an exclusive Cyber Griffin training session.

14:10-14:35

PRESENTATION
Security and Cyber Exports Update
•	 Tracy Buckingham, Deputy Director Security and 

Cyber Security Exports, DIT. UKDSE

The UK is the world’s 3rd largest security exporter and cyber 
security export sales nearly doubled from £2.1bn in 2018 to 
£3.9bn last year. UKDSE leads in promoting UK business globally. 
What are the trends? What are the opportunities? Where and 
how can businesses build on the success British companies are 
enjoying? Tracy Buckingham is the lead in DIT DSE for Security 
and Cyber Exports; her insights will touch on these issues and 
more.
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DAY 3: 2ND DECEMBER
PROTECTING CNI & CROWDED PLACES AND 

ADAPTING LAW AND ORDER

International Media PartnerOfficial Lead Media Partner

Serious and Organised Crime has adapted to the pandemic but our law enforcement agencies are having 
greater success. We look at why and how things need to adapt. Gain a unique insight into issues that are 
affecting policing on the ground today and get to understand the UK Governments priorities for innovation before 
spending some time looking at securing Critical National Infrastructure and Security for Public Places / Crowded 
Places. The lessons from that can be applied anywhere and should set the gold standard.

10:30-10:35

INTRODUCTION
Welcome to Day 3 of International Security 
Week
•	 Admiral the Rt. Hon. Lord West of Spithead 

GCB DSC PC, Former UK Security Minster and 
Chairman of International Security Expo

An introduction and welcome to Day Three from Former Security 
Minister, Admiral the Rt. Hon. Lord West of Spithead GCB DSC PC

10:35-11:05

KEYNOTE PRESENTATION
Keynote - Security Priorities from JSaRC
•	 Angela Essel, Senior Home Office Official

The Government has a number of priority projects where they 
require input and solutions to problems from industry. JSaRC is 
the interface between those Home Office organisations who 
need help from industry and industry itself. Angela Essel heads 
JSaRC so there couldn’t be anyone better to outline the priorities 
and requirements that are being discussed today.

11:05-11:35

PRESENTATION
Challenges on Intelligence Sharing in a Post 
Brexit World
•	 Ian Dyson, Commissioner, City of London Police

Commissioner Ian Dyson heads the City of London Police who 
are the national and European lead for financial crime and 
associate cyber crime. It is his team that runs Action Fraud. Key 
to his ability to police the city is the ability to share data with 
his European and International colleagues as fraud, especially 
through international financial institutions, clearly relies on 
transnational co-operation. Brexit will have an impact, but how 
severe and what solutions are in place? Commissioner Dyson is 
in a perfect position to deliver his thoughts.

11:35-12:10

PANEL
Protecting CNI Setting Policy
•	 Shaun Hipgrave, Senior Home Office Official
•	 Justin Lowe, Industry leader in cyber resilience of 

energy, utilities and critical infrastructures

The UKs Critical National Infrastructure is under constant threat. 
It is Critical and National because of the position it holds in 
ensuring the ability of the country to operate. The threats are 
numerous, their mitigation is critical and government involvement 
is key. Looking at Policy, implementations from a CNI capability 
and from a wider Cyber perspective, this discussion will provide 
a clear understanding of the threats and mitigations that must be 
considered.

12:10-12:35

PRESENTATION
Security Screening in the Post Pandemic Era
•	 Steve Cooper OBE, Chief Operating Officer, 

Apstec Systems

The Coronavirus pandemic may become an irresistible 
catalyst for change in security screening.  Implementing 
traditional security measures largely based on aviation security 
requirements was a natural response to the threats posed by 
the terrorist attacks of the early 2000s but they resulted in 
unintended consequences when applied to crowded public 
places.  Queues to enter venues grew, the degree of disruption 
was significant and the quality of the experience of attending 
events deteriorated.  It is clear to most people that such 
traditional security screening approaches are not appropriate in a 
world where we are at risk of widespread infectious disease. By 
implementing innovative approaches to security screening that 
feature high throughput, that have no queues, minimise contact 
between people and allow for social distancing, organisations 
can mitigate health risks while at the same time improving the 
overall the security screening experience.

12:35-13:00

PANEL
Designing a Security Framework for CNI
•	 Andrew Sieradzki, Director of Security, Buro 

Happold
•	 Jonathan Schulten, Former Vice Chairman, The 

Security Institute

One of the principles of security is for it to be designed in from 
the outset. How important is this and how can it be implemented 
in practice will be examined in this discussion. A clean sheet of 
paper from a design perspective is different to designing and 
implementing a retrofitted capability. In this discussion we will 
examine the issues around each.

13:00-13:35

PANEL
How Law Enforcement Needs to Adapt 
- Comparing the Changing Nature of 
International Security Threats
•	 Julian Platt, Deputy National Coordinator, Counter 

Terrorism Policing, PROTECT & PREPARE, 
NaCTSO & NCTPHQ

•	 Roy McComb, Former Director, NCA
•	 Miranda Coppoolse, Founder, MC Global 

Security Consulting

Law enforcement is changing as the nature of crime changes. 
Somehow criminals manage to adapt their ‘business’ plans 
quickly to meet new conditions such as a pandemic. But 
how should law enforcement adapt? People trafficking, child 
exploitation, county lines, international networks all continue. 
We will explore issues and some answers in this high-powered 
panel discussion.

13:35-13:55

PRESENTATION
Understanding & Mitigating the Current 
Challenges of SoC and Criminality in Prisons
•	 Claudia Sturt, Director, Security, Order and 

Counter Terrorism, HMPPS

Serious and Organised crime impacts our prison systems, not 
just with perpetrators being locked up but the continuation of 
their activities and networks from behind bars. Understanding 
and mitigating those challenges will be the theme of this 
presentation from the head of HMPPS.

FIND OUT MORE: www.internationalsecurityexpo.com/isweek-free-pass
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DAY 4: 3RD DECEMBER
DISASTER RESPONSE AND COMMUNICATION

International Media PartnerOfficial Lead Media Partner

The UK leads the world in many aspects of disaster planning, as well as the provision of capability and resources 
to deal with a plethora of man made and natural disasters. With the policy foundation set we can look at the 
practical lessons of dealing with real disasters and can uniquely look at the Novichok incidents in Salisbury and 
then as life returns to normal, the pandemic hits. We perceive other issues with immigrants risking their lives 
to cross the channel, massive new facilities such as the Nightingale hospitals being designed, built, equipped 
and opened in record time and underpinning all of this are two things. The first is messaging, key to crisis 
management. The second is the leadership roles played by women - too often overlooked, but not today.

10:30-10:35

INTRODUCTION
Welcome to Day 4 of International Security 
Week
•	 Admiral the Rt. Hon. Lord West of Spithead 

GCB DSC PC, Former UK Security Minster and 
Chairman of International Security Expo

An introduction and welcome to Day Four from Former Security 
Minister, Admiral the Rt. Hon. Lord West of Spithead GCB DSC PC

10:35-10:55

KEYNOTE PRESENTATION
Keynote
•	 Anne-Marie Trevelyan, MP for Berwick-upon-

Tweed, UK’s International Champion on 
Adaptation and Resilience for @COP26 and 
former Minister for International Development

As the last DFID Minister, Anne-Marie will outline Britain’s leading 
role in disaster response, emphasising that it is not just about 
reacting to the disaster, but preparing communities beforehand 
in disaster prone zones. She will detail how it is important for 
foreign aid to be linked to foreign policy to ensure that those 
most at need get the benefit provided from one of the few 
countries around the world to meet agreed targets.

10:55-11:15

PANEL
Disaster Response and Resilience: Immediate 
Lessons Learned from the Pandemic
•	 Sebastian  Bassett-James, Director, EPS

You can’t get a bigger global disaster than a Pandemic. It has 
been top of the Government’s risk register for over 10 years, 
however no matter what the preparations you put in place, the 
virus has its say first and leads the battle. However, lessons do 
come out and are learned, enabling responses, procedures, 
longer-term planning to be adapted. So what are they? Sebastian 
will give some insights.

11:15-11:45

PANEL
Channel Migrant Crisis - How has this been 
influenced by the Pandemic? A case study of 
multi-agency co-operation in dealing with the 
Migrant/Refugee Crisis
•	 Admiral the Rt. Hon. Lord West of Spithead 

GCB DSC PC, Former UK Security Minster and 
Chairman of International Security Expo

•	 Lieutenant Colonel Paul Britton MC, 47th 
Regiment Royal Artillery

The tragedy of human trafficking is a symptom of many disasters 
and it is being brought home by those trying to cross the 
Channel from France in small boats. However, what can be done 
to protect the vulnerable but without doing the people traffickers 
job for them? This requires a co-ordinated multi-agency response 
to back policy effort. In this session we hear the approach to that 
response, how MoD and Home Office capabilities are integrated 
and how technology, especially UAVs can help.

11:45-12:15

PRESENTATION
Should we be concerned about Border 
Security and Bio Animal Health
•	 Dr John Coyne, Head of Border Security, 

Australian Strategic Policy Institute

We have seen the impact a human pandemic has had on 
our economy, our society and the pressure it has put on our 
borders. However, what of bio security in relation to animals 
and livestock? Should we be as worried? What are the issues? 
Could an animal pandemic have a similar global impact? We 
have history with the H1Ni Bird Flu. Should we learn the lessons 
from this?

12:15-12:35

PRESENTATION
The Golden Hour or The Golden Minutes 
•	 Chris Ullah, Solutions Expert, BlackBerry

During a major incident, communicating effectively, especially 
within the first, or Golden hour, is crucial. So why is it that 
emergency services and other organisations struggle to 
communicate during a multi-agency response?  Chris Ullah, 
a retired police superintendent, outlines why communication 
between organisations is key to effective command and control.

12:35-13:20

PANEL
Managing a Real Crisis - The Practical Lessons
•	 Jacqui Semple, Chair, Emergency Planning Society
•	 Tracy Daszkiewicz, Deputy Director Population 

Health & Wellbeing, Public Health England 
South West

Only a few weeks into her job, then a word no one had heard of 
was uttered in a tense multi-agency meeting - Novichok. Tracy 
Daszkiewicz led the multi-agency team dealing with not one, but 
two major incident of contamination of one of our most iconic cities 
with one of the world’s deadliest nerve agents, Novichok. A real 
baptism of fire, and then a pandemic strikes. If ever there is a set 
of events for The Chair of the EPS and the lead in dealing with a 
disaster to chat about the practicalities, this is the one.

13:20-13:45

PANEL
The Importance of Communications in a 
Crisis/Disaster and dealing with the Press
•	 Paul Peachey, Journalist
•	 Sheena Thomson, Founder, Sheena Thomson 

Consulting

How often is it that the criticism around disasters is that the 
information is scarce and people clammer to understand what 
is going on? The critical nature of messaging will be explored by 
Sheena Thomson who advised corporate entities, government 
agencies and more on planning and preparation as well as execution 
as an event unfolds. However, the press have a leading role and are 
often criticised. We hear from a leading Journalist formerly with The 
Independent Newspaper and now with The National.

13:45-14:30

PRESENTATION
Lessons Learned - Supporting the Health 
Response to the Pandemic with the 
Nightingale Hospitals and Testing Sites
•	 Paul Stubbs, Counter Terrorism Security Advisor
•	 Alison Stuart, Counter Terrorism Security Advisor
•	 Barrie Millett, Director of Assurance, Mitie

China boasted how it built a 1,000 bed hospital from scratch in 2 
weeks and it made headline news. The NHS and Government 
built a 3,000 bed hospital with all equipment in 10 days and 
have opened and run hundreds of testing sites as well as other 
Nightingale Hospital facilities across the country. What are the 
challenges associated with such a practical response to a global 
disaster and how were those challenges met?

REGISTER FREE TODAY: www.internationalsecurityexpo.com/isweek-free-passFIND OUT MORE: www.internationalsecurityexpo.com/isweek-free-pass
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SPEAKER BIOGRAPHIES
Sebastian Bassett-James
Director, EPS
Sebastian is Director of Strategic Partnerships 
at the Emergency Planning Society, the industry 
body for Resilience Professionals. His focus is 

on bringing the community together and on building on previous 
incidents to improve our ways of working as a community.

In his day job, he leads the Crisis Management Excellence 
Programme within the Civil Contingencies Secretariat and is 
responsible for the competence of crisis managers across the 
Civil Service. He has responded to almost every crisis event 
affecting the UK in the past six years, and manages lessons 
processes for Government bodies.

During this ISW event, Sebastian is representing the EPS 
and its membership, and his comments do not represent any 
official comment by Government.

Dave Blight
Detective, Cyber Griffin, City of 
London Police
Experienced Detective skilled in Cyber 
Crime, Open Source Intelligence, Criminal 

Investigations, Digital Forensics and Blockchain technologies.
NCSC accredited trainer, infosec consultant and educator, 

CDCAT (ISO/NIST) lead implementer and content creator.

Lieutenant Colonel Paul 
Britton MC, 
47th Regiment, Royal Artillery
Lieutenant Colonel Paul Britton joined the 
British Army in 2001 and has deployed on 

operations to Iraq, Northern Ireland, Cyprus and Afghanistan. 
He has also deployed in response to three UK crises - the 
Firefighters’ strikes in 2003, severe flooding in 2014 and 
counter-trafficking operations in the English Channel in 2020. 
In a previous role he was also a lead military planner for 
international crises, working closely with, what is now, the 
Foreign, Commonwealth and Development Office.

 Paul is currently the Commanding Officer of 47th Regiment 
Royal Artillery who operate the British Army’s Watchkeeper 
Uncrewed Air System. The Unit deployed to Kent this summer 
to provide additional airborne surveillance and intelligence 
support to the Border Force and HM Coastguard.

Tracy Buckingham
Deputy Director Security and Cyber 
Security Exports, DIT UKDSE
Tracy Buckingham joined the Ministry 
of Defence in 1985 and spent her early 

career covering a range of roles including Assistant Private 
Secretary to MOD’s Permanent Under Secretary; developing 
the ‘Policy for People’ and developing and implementing 
new performance management and corporate governance 
regimes based on use of the Balanced Scorecard. In 2003 
she became responsible for military operations in support of 
the UK’s civil emergency services, and in 2006 she moved to 
the Defence Equipment and Support organisation where she 
helped to set up the Future Submarines (now Dreadnaught) 
Programme.

Tracy joined the UKTI Defence and Security Organisation 
(DSO) in 2011 where she has undertaken a range of roles 
including leading on exports to North America, Australia 
and New Zealand. She is currently a Deputy Director in DIT 
Defence and Security Exports leading on Security and Cyber 
Security Exports.

Steve Cooper OBE
Chief Operating Officer, Apstec 
Systems
Stephen has extensive experience in 
Homeland Security and CBRNE, and a strong 

operational background. Prior to Apstec, Stephen was the 
security advisor to the British Government on joint security 
programmes with foreign governments. Before that he spent 
six years working on the London 2012 Olympics, initially as the 
Head of Security for the Olympic Delivery Authority (ODA) and 
as the Head of Security for the Olympic Park and Village during 
the Games. As the Head of Security for the ODA, he delivered 
the largest security programme in the World at the time, which 
involved the security design integration into all the new venues 
and the delivery of the security infrastructure and systems 
programme for the Olympic Park precinct. Stephen also enjoyed 
a successful military career heading up the British Army’s 
counter terrorist bomb disposal, weapons technical intelligence, 
ammunition and explosives management capability.

Miranda Coppoolse
Founder, MC Global Security 
Consulting
Miranda Coppoolse is the Founder of 
MC Global Security Consulting. She is a 

distinguished Behavioral Analyst and Security Risk Advisor. 
She has lived around the world and gained a working 
knowledge of different languages and cultures during her 
assignments. Her core business is Risk & Criminal Behavioral 
Analysis, Implementing security programs at organizations, 
ESRM, Intelligence OSINT/HUMINT, Investigation, 
Interrogation, Profiling, High Risk Security, Counter Terrorism, 
CPTED, Risk Assessments, Physical-, Enterprise- & Travel 
Security, Human-Trafficking.

James Cowan
Security Risk Manager, Heathrow 
Security Intelligence
James Cowan is the Security Risk Manager 
at Heathrow Airport and a frequent speaker 

at industry events. With over 20 years in both public and 
private sectors, James has experience in Risk Management, 
Aviation Security Policy, Emergency and Business Continuity 
Planning, Intelligence Gathering and Dissemination and Law 
Enforcement Practices. James is also a Special Advisor to the 
United Nations on Aviation Security and Law Enforcement, 
and has recently worked on a project to improve Airport 
Security in developing nations with the UNODC.

Dr John Coyne
Head of Border Security, 
Australian Strategic Policy Institute
For over twenty years Dr Coyne has 
been an intelligence professional at 

tactical, operational, and strategic levels across a range of 
military, regulatory, national security and law enforcement 
organisations. Head of the Border Security and Strategic 
Policing and Law Enforcement Programs at ASPI. He has 
published extensively on, law enforcement border and 
national security issues.

Paul Crowther
Chief Constable, British Transport 
Police
Chief Constable Paul Crowther has been a 
police officer for more than thirty eight years. 

He was appointed Chief Constable of British Transport Police 
(BTP) in 2014 and leads the specialist police force for the rail 
and underground transport infrastructure across England, 
Scotland and Wales with more than 5,000 officers and staff. 
Paul joined BTP as a constable in London in 1980, spending 
time in uniform and detective roles across a number of 
specialist functions and gaining promotion through the ranks 
to Chief Superintendent in 2003. He led a number of high 
profile investigations into major incidents including the Potters 
Bar train crash before taking up the role as Area Commander 
for London Underground. During this tenure, in 2005, Paul 
led the operational response following the terrorist attacks 
on the tube.

Tracy Daszkiewicz
Deputy Director Population 
Health & Wellbeing, Public Health 
England South West
Tracy Daszkiewicz is a strategic and 

operational leader, working creatively across themes of 
Public Health. She is a strong advocate for improving health 
outcomes for the most vulnerable and reducing health 
inequalities. 

Tracy is a firm believer in sharing knowledge and enjoys 
the privileged positions and opportunities she has had across 
both Public Health and Universities, through teaching and 
training to facilitate learning and creativity. 
Tracy works in Public Health and is a Trustee for Swindon 
Women’s Aid, supporting those affected by Domestic Abuse.

Aimen, Dean
Former member of Al-Qaeda and 
MI6 Spy
In 1994, Dean left Saudi Arabia to join jihadist 
fighters in Bosnia, before continuing on to 

other fronts in Afghanistan, the Caucasus, and Philippines. In 
1997 he joined Al-Qaeda, and became part of its bomb making 
and WMD development efforts. Al-Qaeda’s 1998 terror attack 
on two US embassies in East Africa rattled Dean. After long 
soul-searching, he secretly defected to the British government 
and worked undercover for eight years passing information to 
UK intelligence on Al-Qaeda’s networks and plots. 

In 2006 his cover was compromised by a book published 
in the US. He left undercover work to become a consultant for 
a global bank in the Financial Crime/Counter Terror Finance, 
offering insights on terrorism, terror financing, and Middle East 
affairs. Aimen Dean authored an autobiography titled (Nine 
Lives: My Time as MI6 Spy Inside Al-Qaeda)

Lucy D’Orsi
Deputy Assistant Commissioner, 
Specialist Operations, Counter 
Terror Police UK
Lucy D’Orsi is a Deputy Assistant 

Commissioner in the Metropolitan Police, leading on Royalty 
& Specialist Protection, Parliamentary & Diplomatic Protection, 
Aviation Policing and Protective Security Operations. She 
recently led policing operations for London’s New Year’s 
Eve, the two State Visits of President Trump and the NATO 
Summit. Lucy is also the UK lead for Drones, Taser and ‘Less 
Lethal Weapons’. In her role as Senior National Co-ordinator 
for Protect and Prepare, Lucy is passionate about amplifying 
protective security through collaboration with the private 
sector and the public, as shown in the wide-reaching ACT 
(Action Counters Terrorism) and ‘Run, Hide, Tell’ campaigns for 
which she was lead.

Ian Dyson
Commissioner, City of London 
Police
Commissioner Ian Dyson is the national 
police lead for Economic Crime, the national 

police lead for Business Crime, and the national police lead 
for Information Technology within policing. He was promoted 
to Commissioner on the 3rd of January 2016 and was 
awarded the Queen’s Police Medal in the New Year Honours 
2016.

Angela Essel
Senior Home Office Official
As Head of the Joint Security and 
Resilience Centre (JSaRC), my role is to 
bring government, industry and academia 

together to identify solutions aimed at addressing UK security 
challenges. I’ve worked with the Home Office since 2012 
and joined JSaRC in September 2016 as Head of the Joint 
Response Team. 

Emanuel Ghebreyesus
Strategic Account Executive (UK 
Government, Nuclear & CNI), 
Tripwire
Emanuel Ghebreyesus is a seasoned IT 

Security professional specialising in the Government and Critical 
National Infrastructure verticals. Formerly from Intel Security 
(McAfee) Emanuel joined Tripwire in 2015 to lead engagements 
in the Government and CNI verticals, bringing with him a wealth 
of experience and knowledge in IT security solutions.
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Chris Greany
Managing Director, Templar 
Executives
Previously, as Managing Director at Barclays 
he implemented global security capabilities 

including investigations, cyber forensics, data protection 
controls, the Group insider threat Program and the build out of 
security operations centres across three continents. 

Before the commercial sector he had an exemplary law 
enforcement career. As Commander working in the National 
Police Chiefs’ Council, (NPCC) he delivered the growth of 
the UK’s national fraud and cyber-crime protection centre, 
together with developing “Cyber UK”. As a member of the 
Ministerial Cyber Crime Board he advised government 
during the development of the UK’s National Cyber Security 
Centre, (NCSC). Within his career he also worked extensively 
overseas including a secondment to NATO in Brussels and 
four years with the Foreign & Commonwealth Office (FCO) 
working closely with the Secretary of State and FCO Ministers. 
A strong advocate on the need to improve the UK response 
to counter cyber fraud, AML, and financial crime, he still 
advises the UK Government and international organisations 
on the development of their existing and future strategies to 
prevent and respond to cyber crime.

Niall Griffin
Hardstaff Barriers, Representing 
HS Security, a Division of Hill & 
Smith PLC
Starting out in 1988 in conference policing, 

Niall has worked in the policing and temporary security sector 
for over 30 years. Bringing with him, extensive experience 
from a multitude of different perspectives and disciplines 
including as a Counter Terrorism Security Co-Ordinator for 
the Sussex Police. Now part of the HS Security team and 
the General Manager of Hardstaff Secure, Niall strives to 
ensure that customers have proportionate, well-informed 
and operationally minded advice on implementing temporary 
security schemes.

Shaun Hipgrave
Senior Home Office Official
Shaun Hipgrave is Director Protect 
and Prepare, two elements of the 
Governments Counter Terror Strategy, 

CONTEST. The directorate is made up of three units, Protect 
and Prepare (P&P), Borders and Aviation Security (BASU) and 
finally Chemical, Biological, Radiation, Nuclear, Explosive and 
Science and Technology (CBRNE S&T). In this session he will 
focus on the current challenges from a policy perspective 
within Protect and Prepare.

Graham Ingram
Chief Information Security Officer, 
Oxford University
Graham Ingram is currently the Chief 
Information Security Officer (CISO) for the 

University of Oxford with responsibility for both security 
operations and GRC (Governance, Risk & Compliance) 
activities throughout the collegiate university. 

Prior to this, he spent a few years as the Chief of Staff for 
Deloitte Government and Public Sector (GPS) cyber team. 
He was fortunate to join this team in its early days and 
become part of a success story experiencing in excess of 
10 fold growth in size, capability and revenue. This career 
in Information Security was built on a solid base of an initial 
adventure with the British Army’s ICT arm - The Royal Corps 
of Signals. During his 21 years of service, Graham gained 
experience in delivering ad-hoc secure networks in field 
locations, service transition of Electronic Warfare capabilities, 
satellite communications and capability procurement of 
Intelligence and Surveillance systems and a few overseas 
trips.

Philip Ingram MBE
Former Senior Intelligence & 
Security Officer and Editor and 
Chief, International Security Expo
Philip Ingram MBE BSc MA GCLI is a 

widely published journalist, specialising in the security and 
intelligence arenas, who has built on a long and senior career 
in British Military Intelligence, with years of experience in 
all aspects of intelligence and security as well as strategic 
planning. 

Anthony Leather
Co-founder and Director, 
Westlands Advisory
Anthony has over 10 years of security industry 
experience which includes both strategic 

and operational roles. Before founding Westlands Advisory, 
Anthony worked in political risk advisory prior to leading 
a team of security analysts at a consultancy firm where he 
delivered a range of complex projects to both industry and 
government. Anthony is adept at delivering highly valuable 
insights to support strategic decisions, blending his wide 
industry expertise with his operational experience He is a 
highly sought industry speaker, delivering presentations at 
numerous global conferences and appeared in the media 
across a range of security issues.

Justin Lowe
Industry leader in cyber resilience 
of energy, utilities and critical 
infrastructures
Justin is a leader in PA Consulting’s Digital 

Trust and Cyber Security team. He has over 20 years’ 
experience in information technology and operational 
technology cyber security and the challenges of addressing 
security issues across Critical National Infrastructures. For the 
UK Government Justin led the development of security best 
practices for the operational technology that supports the 
CNI. Recently he led the cyber risk assessment of a national 
power grid and the development of the resulting cyber 
security regulation to protect the grid. As well as significant 
CNI cyber security experience Justin has helped governments 
understand cyber risk and how to organise to manage these 
risks across government and nations. He has helped develop 
cyber security policy and enact legislation and pragmatic 
regulation to manage these risks. Justin is a regular speaker 
on security issues facing the energy and utilities sector and 
wider critical infrastructure.

Barrie Millett
Director of Assurance, Security 
and Business Services, Mitie
Prior to Mitie, Barrie worked in and lead 
Corporate Security teams for over 16 years in 

large multinational organisations.
Before this, he was a consultant providing global risk 

management leadership to a variety of organisations. He 
began his  career as a Royal Marines Commando.

He is West Midlands Chairman for The CSSC and Honorary 
Life Vice-President of ASIS International’s dedicated UK 
Chapter.

Figen Murray
Mother of Martyn Hett
Figen Murray is the mother of Martyn Hett, 
who at 29 years of age was tragically killed in 
the terrorist attack at the Manchester Arena 

in May 2017. 
Before his death Figen worked as a counsellor, supervisor, 

and life coach, but since has stepped down from her 
profession. Following this decision Figen is now committed 
to her mission of promoting peace, kindness and tolerance 
in Martyn’s memory, while also working towards tangible 
changes that can help ensure no other family has to go 
through what hers did.

Driven by the same values that underpinned her work, she 
has continued to use her influence to create and promote 
a strong counter-narrative to extremism and hate. Over the 
last three years she has been vocal both in national and local 
media, appearing on radio and television, speaking at events 
as well as writing insightful opinion pieces. ​

Figen is also the force behind Martyn’s Law, a 
legislation requiring venues to improve security against the 
threat of terrorism, and one that requires that all venues have 
a counter-terrorism plan.  Figen’s campaign gained additional 
support by Nick Aldworth and Brendan Cox and together 
they are in talks with the government to launch a public 
consultation in order to progress it further.  

She has also just been presented with the 
Outstanding Contribution award at the 2020 Counter Terror 
Awards for her efforts in stopping terrorism.

Barry Palmer
Head of Safety and Security, Tate 
Gallery, United Kingdom
20 years of security management experience 
within Hotels, Media and the NHS holding 

senior positions leading large teams developing crisis 
management and criminal investigations. Currently Head of 
safety and security for Tate Galleries UK leading on policy and 
strategy for the protection of art works, public and staff safety.

Paul Peachey
Journalist
Paul Peachey has been a journalist for 25 years, 
working for major media companies including 
Agence France-Presse, The Associated Press 

and The Independent newspaper. He was in Thailand in 2004 
when the tsunami hit and reported from some of the devastated 
coastal communities. He covered a number of terrorist attacks 
in Asia, including the Mumbai hotel siege in 2008, and has 
experienced first-hand the difficulties of getting information as 
cities and communications shut down after major incidents.

Dr Henry Pearson
UK Cyber Security Ambassador 
at Department for International 
Trade (DIT), UKDSE
Dr Pearson has significant experience 

in security technologies, working as an advisor for the 
National Cyber Security Centre (NCSC), as an independent 
advisor for the Ministry of Defence and most recently, senior 
executive at Detica Ltd, now BAE Applied Intelligence.

Emma Philpot MBE
CEO, IASME Consortium
Dr Emma Philpott MBE: Emma is CEO of the 
IASME Consortium Ltd, a company which 
focuses on information assurance for small 

companies and the supply chain. IASME worked with the UK 
government to develop the Cyber Essentials scheme and was 
awarded the contract to be the sole NCSC Cyber Essentials 
Partner from April 2020. IASME and the network of more than 
240 Certification Bodies certify more than 1,300 companies 
per month. Emma is also Founder and Manager of the UK 
Cyber Security Forum, a not-for-profit organisation leading an 
initiative to train unemployed neuro-diverse adults in cyber 
security and supporting them to find employment. 

Julian Platt
Deputy National Coordinator, 
Counter Terrorism Policing, 
PROTECT & PREPARE NaCTSO & 
NCTPHQ

Serving police officer having working in uniformed policing for 
27 years. Most of my career has been working for Lancashire 
Constabulary and the North West Region in Specialist 
Operations. I have a BSc Honours in Criminological Studies, I 
am qualified Strategic Firearms, Public Order, CBRN and Multi 
Agency Incident Commander (MAGIC). 

In my current role I coordinate the CT Policing capabilities 
for (NaCTSO) National Counter Terrorism Office, National 
CBRN Centre, CT Armed Policing, International Protect and 
Prepare and Organisational Development Unit (ODU) who 
oversee all testing and exercising for UK CT policing.

Jenny Radcliffe
The People Hacker
Jenny Radcliffe is a world renowned Social 
Engineer, hired to bypass security systems 
through a mixture of psychology, con-artistry, 

cunning and guile. A “burglar” for hire and entertaining educator, 
she has spent a lifetime talking her way into secure locations, 
protecting clients from scammers, and leading simulated criminal 
attacks on organisations of all sizes in order to help secure 
money, data and information from malicious attacks.

She is also the host of the award winning podcast “The 
Human Factor” interviewing industry leaders, bloggers, 
experts, fellow social engineers and con-artists about all 
elements of security and preventing people from becoming 
victims of malicious social engineering.

Stephen Rodhouse
Director General Operations, 
National Crime Agency (NCA)

Steve Rodhouse has over 27 years’ 
service in policing and law enforcement. 

He is currently Director General (Operations) at the National 
Crime Agency (NCA). He joined the NCA in June 2018 and 
is responsible for leading the NCA’s operational work and 
ensuring that the serious and organised crime threats to the 
UK are understood and responded to in the most effective 
way across law enforcement.

Steve started his career with Surrey Police in 1993, working 
in a variety of Detective and uniformed roles across the force.

He joined the Metropolitan Police Service (MPS) in July 
2010 and worked as the Commander with lead responsibility 
for Gangs and Organised Crime. In 2014 he was promoted to 
Deputy Assistant Commissioner, leading the Crime Operations 
portfolio with the Specialist Crime and Operations business 
group which includes the MPS response to gun and gang 
violence, homicide, the on-line exploitation of children and 
organised crime.

REGISTER FREE TODAY: www.internationalsecurityexpo.com/isweek-free-passFIND OUT MORE: www.internationalsecurityexpo.com/isweek-free-pass



Jonathan Schulten
Vice Chairman The Security 
Institute
A former senior police officer in the Counter 
Terrorism Protective Security Command at 

New Scotland Yard, Jonathan was one of the UK’s leading 
and most experienced CT Security Coordinators (CT SecCo). 
He has devised and delivered numerous protective security 
operations for major occasions of state involving senior 
members of the royal family and visiting heads of state. His 
responsibilities extended to protecting high profile public 
events, which in themselves were vulnerable crowded places, 
as well as  reviewing security for iconic locations. 

Following his police service Jonathan headed security and 
resilience for a FTSE100 company which owns and operates 
a commercial and retail property portfolio valued at £14.8bn. 
He has recently left this role where his influence extended 
from the operational level through to the C suite, affording 
oversight of both incident response and crisis management. 

Jonathan is a non executive director and the current Vice 
Chairman of The Security Institute. 

Jacqui Semple
Chair, Emergency Planning 
Society
Jacqui was recently elected as Chair of 
the Emergency Planning Society, (the 

professional body and leading voice of the resilience 
profession) and is looking forward to making a difference and 
delivering new horizons within the profession.

Andrew Sieradzki
Director of Security, Buro Happold
Andrews’s career spans design, installation, 
manufacture and consultancy. In 2000, 
Andrew led the business sale of his core 

security installation business to Chubb Plc, which allowed 
him to move into a security consultancy role at BuroHappold 
Engineers, an international multi-disciplinary engineering 
consultancy practice. His involvement at Project Director 
level include many international iconic sporting venues, 
financial districts and cultural and educational establishments. 
Andrews’s key capabilities include the aptitude to realise 
risk, address the primary issues and provide leadership to 
develop fully engineered and deployable solutions that 
cross many facets of security engineering. His professional 
career includes both fellowship of the Chartered Institution 
of Building Services Engineers, and The Institution of 
Engineering and Technology, membership of the Association 
of Security Consultants and Register of Security Engineers 
& specialists (RSES). He is a member of the RSES steering 
group and chairs the RSES academic qualifications group, 
furthermore he is an IET professional review interviewer (PRI) 
for IET Engineering Council registration. Additionally, Andrew 
has been a contributor to security publications and is currently 
involved on a number of British Standards Institute, IET and 
CIBSE, RSES standards and technical committees.

Admiral the Rt. Hon. Lord West 
of Spithead GCB DSC PC
Former UK Security Minister and 
Chairman of International Security 
Expo

Born 1948, Admiral Lord West joined the Navy in 1965. He 
spent the majority of his naval career at sea, serving in 
fourteen different ships and commanding three of them. In 
1980 he took command of the frigate HMS ARDENT taking 
her south to the Falkland Islands in 1982 where she was 
sunk in their successful recapture. He was subsequently 
awarded the Distinguished Service Cross for his part in 
the action and led the Victory Parade through the City of 
London. In November 2000 he became Commander-in-Chief 
Fleet, NATO Commander-in-Chief East Atlantic and NATO 
Commander Allied Naval Forces North. He led the United 
Kingdom’s maritime response to 9/11 including the invasion 
of Afghanistan. He produced the United Kingdom’s first ever 
National Security Strategy and Cyber Security strategy as well 
as formulating a series of other groundbreaking strategies: 
the counter-terrorist policy (Contest 2); cyber security; CBRN 
(Chemical Biological Radiological and Nuclear) security; 
science and technology for countering international terrorism; 
guidance for local government in enhancing the security 
of crowded places. He put in place the basic construct for 
Olympic security for 2012 Olympics. He was Chairman of The 
National Security Forum.

Alison Stuart
Counter Terrorism Security 
Advisor
I joined the Metropolitan Police in January 
1991 and have been privileged to work in a 

range of roles that helped shape and build my knowledge 
and experience in Counter Terrorism policing. In 1996 I began 
work at Heathrow Airport where I worked as a firearms 
officer and trainer before moving to Contingency Planning, 
responsible for writing police response plans and delivering 
multi-agency exercises. In 2011 I transferred to the Security 
Co-ordinator (SecCo) Unit, a specialist department within 
Protective Security Operations (PSO). Following the Paris 
terrorist attacks in November 2015 I helped Heathrow Airport 
Ltd. formulate their response to a marauding terrorist attack. In 
2017 I returned to Protective Security Operations in the role of 
a Counter Terrorism Security Advisor where I am responsible 
for providing advice and guidance to Local Authorities and 
crowded places in East London.

Paul Stubbs
Counter Terrorism Security 
Advisor
Paul is a Police officer with a demonstrated 
history of almost 20 years working across a 

spectrum of law enforcement disciplines. 
Paul has worked in partnership with local, national and 

international stakeholders during major events and incidents, 
affording him both operational and strategic management 
experience.

Claudia Sturt
Director, Security, Order and 
Counter Terrorism, HMPPS
Prison jobs at Grendon, Spring Hill, Aylesbury, 
Bristol, Wormwood Scrubs then Governor 

HMP Erlestoke, Governor HMP Dartmoor, Governor HMP 
Winchester, Governor HMP Belmarsh. 2009-2016 Deputy 
Director, Custody (South Central), responsible for all prisons 
in Thames Valley, Hampshire and Isle of Wight, as well as all 
establishments in the Public Sector operated Immigration 
Removal estate. ‘Gold’ Commander for serious incidents.  

Since 2016 Director Security, Order and Counter-Terrorism, 
responsible for National Security issues in prisons and 
probation including extremism, serious organised crime, 
corruption, the Prison and Probation Service National 
Intelligence Unit, and operational prison security issues such 
as security practice and standards, serious incident response, 
crime in prison and key technological threats (mobile phones, 
accessing internet, drones) and counter-measures. Alumna 
of the Oxford Said Business school MPLA Programme. Since 
October 2019 Senior Responsible Officer for the £100m 
Security Investment Programme. 

Fay Tennet
Deputy Director of Security 
Operations, Houses of Parliament 
United Kingdom
Fay Tennet is Deputy Head of Security 

Operations in the Parliamentary Security Department at the 
Houses of Parliament, joining in 2015 after having worked for 
Northamptonshire Police for 15 years. Before this she served 
as a special constable for two years.

Sheena Thomson
Founder, Sheena Thomson 
Consulting
Sheena Thomson is an accomplished issues 
and crisis communications speaker, advisor, 

trainer and entrepreneur who helps both public and private 
organisations to plan and manage their communications 
efforts when under intense scrutiny and pressure. Based in 
the UK, Sheena specialises in high risk events, situations and 
issues. Through her consultancy and international associate 
network Conduit Associates Ltd (UK), Sheena provides crisis 
response support during complex events, missions, projects 
and situations, as well as preparedness training.

Sheena draws upon substantial crisis communications 
experience, which began in the early 1990s with her role as a 
Royal Navy Media Operations Officer.

Ian Thornton-Trump
Chief Information Security Officer, 
Cyjax
Ian Thornton-Trump CD is an ITIL certified IT 
professional with 25 years of experience in 

IT security and information technology. From 1989 to 1992, 
Ian served with the Canadian Forces (CF), Military Intelligence 
Branch; in 2002, he joined the CF Military Police Reserves 
and retired as a Public Affairs Officer in 2013. After a year with 
the RCMP as a Criminal Intelligence Analyst, Ian worked as a 
cyber security analyst/consultant for multi-national insurance, 
banking and regional health care. His most memorable 
role was being a project manager, specializing in cyber 
security for the Canadian Museum of Human Rights. Today, 
as Chief Information Security Officer for Cyjax Ltd in the UK 
& CTO of Octopi Managed Services Inc. in Canada, Ian has 
deep experience with the threats facing small, medium and 
enterprise businesses. His research and experience have 
made him a sought-after cyber security consultant specializing 
in cyber threat intelligence programs for small, medium and 
enterprise organizations. In his spare time, he teaches cyber 
security and IT business courses for CompTIA as part of 
their global faculty and is the lead architect for Cyber Titan, 
Canada’s efforts to encourage the next generation of cyber 
professionals.

Anne-Marie Trevelyan
MP for Berwick-upon-Tweed, 
UK’s International Champion on 
Adaptation and Resilience for @
COP26 and former Minister for 

International Development
Anne-Marie Trevelyan was first elected MP for the Berwick-
upon-Tweed constituency at the 2015 general election and 
lives in the constituency with her family. The constituency 
is large and predominantly rural, covering over 1,000 
square miles of north Northumberland from Hartburn in the 
south, to the Scottish border, and includes large parts of 
Northumberland National Park, the Coquet Valley, Holy Island 
and the historic towns of Alnwick and Berwick.

A chartered accountant by trade, Anne-Marie, during the 
2015 Parliament, she sat on the House of Commons’ Public 
Accounts Committee where she focussed on ensuring 
taxpayers’ money is spent well in ways which are accountable 
to the public. In 2019, Anne-Marie was appointed Minister 
for Defence Procurement, and later Minister of State for the 
Armed Forces.

Until September 2020, Anne-Marie was Secretary of 
State for International Development, tasked with overseeing 
the UK’s contribution to international aid and development 
delivers the best results, transforming the lives of the world’s 
poorest and most vulnerable people, while promoting Britain’s 
economic and security interests. 

Chris Ullah
Solutions Expert, BlackBerry
Chris is a BlackBerry Solutions 
Expert, focussed on consulting with 
customers and delivering true value from the 

BlackBerry AtIANHoc critical communications platform. His 
work focusses largely on ensuring organisations are prepared 
for major incidents and are able to communicate effectively 
both internally and externally to improve response times and 
outcomes.

As a former Police Superintendent from Greater Manchester 
Police, Chris has a wealth of knowledge at a strategic and 
tactical level of planning, leading some of the largest security 
operations in the history of the Force as well as dealing with 
countless major incidents and emergencies. In addition to 
his daily operational duties, Chris was a qualified National 
Security Co-ordinator providing security advice to target 
harden some of the major iconic sites in Greater Manchester. 
He has also worked at an international level with the FBI 
which involved visiting the USA for a significant security 
operation.
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WITH THANKS TO OUR 
SPONSORS

HS Security is the security division of Hill of Smith PLC; made 
up of 7 companies, all specialising in physical security products 
and expertise. The group of companies include: ATG Access Ltd, 
Barkers Fencing. Berry Systems, Bristorm, Hardstaff Barriers, Parking 
Facilities & Technocover.

Collectively, HS Security provides innovative and certified physical 
security solutions for both temporary and permanent schemes. 
The group try to do things a little differently. Utilising a wealth of 
experience within the HS Security team to assist clients in finding 
security solutions to fit site risk profiles; manufacturing bespoke 
solutions where required; working alongside clients to project 
manage and install the chosen security solution and fully commission 
systems before offering long-term service and maintenance support.

The real power behind HS Security being their extensive product 
portfolio - over 200 certified security products are available, and all 
third-party accredited. All solutions have been expertly engineered 
and innovated in-house by a team of brilliant and award-winning 
engineers. This enables the HS Security Group to be world-leaders 
in truly innovative, physical security engineering, and with a global 
reach powered by strong partnerships. Customers know that 
wherever they are, and whatever their demand, HS Security can 
and will deliver the most cutting-edge, effective, and holistic security 
solution every time.

The international terrorism threat is constantly developing, 
presenting major challenges for governments and law enforcement 
agencies globally. The companies within HS Security work directly 

alongside these organisations 
to develop the latest 
innovations to ensure people, assets and perimeters are protected.

HS Security’s turnkey approach aims to work alongside a client as a 
physical security partner, providing the right solutions aesthetically, 
operationally and to match security requirements.

Find out more at www.hssecurity.com/

Tripwire is the trusted leader for 
establishing a strong cybersecurity 
foundation. Partnering with Fortune 
500 enterprises, industrial organizations and Government 
agencies, Tripwire protects the integrity of mission-critical systems spanning 
physical, virtual, cloud and DevOps environments.

Tripwire’s award-winning portfolio delivers top critical security controls, including 
asset discovery, secure configuration management, vulnerability management 
and log management. As the pioneers of file integrity monitoring (FIM), Tripwire’s 
expertise is built on a 20+ year history of innovation helping organizations 
discover, minimize and monitor their attack surfaces.

Find out more at www.tripwire.com

DAY 1: INTERNATIONAL SECURITY MATTERS

DAY 2: INTERNATIONAL CYBER THREATS

	 HS Security are looking forward to being a part of 
the International Security week. Events such as 
this conference allows people to refocus and share 
knowledge to better security and the technology and 
approaches used for the safety of assets and the 
general public. It is important that issues and topics are 
discussed at a high level to drive change and innovate 
new ideas. Nineteen Events will continue to facilitate 
fantastic discussion amongst leading professions within 
the industry and we hope to always remain a part of 
this debate to shape a secure future.”

Niall Griffin, Hardstaff Barriers, Representing HS Security, a 
Division of Hill & Smith PLC
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Apstec’s Innovative HSR™ High-Throughput Security 
System Delivers Low Contact, Free-Flow Security 
Screening

Apstec’s mission is to make the world a safer place by developing 
innovative security screening technology that contributes to the fight 
against terrorism. Leading organisations in both the public and private 
sector work with Apstec® to improve security and public safety.

After years of extensive research and development by leading 
experts in radiophysics, electronics, software engineering, security 
operations, and counter-terrorism, Apstec has developed innovative 
high-throughput screening technology Human Security Radar® 
(HSR™).  HSR provides an opportunity to secure crowded places 
from terrorism in a way that is practical and proportionate, allowing 
people to go about their daily lives without unnecessary disruption.   
It is perfectly designed to support social distancing, enable low 
contact security screening and offers a much-improved personal 
experience for the people being screened.

The fully automatic walkthrough system uniquely combines unparalleled 
levels of high throughput, speed and accuracy with a positive user 
experience.  HSR is a free flow system that detects improvised 
explosive devices, firearms and other weapons whilst screening of 
thousands of people an hour.  It uses a number of complementary 
technologies to discriminate explosives and weapons from benign 

materials. It detects non-metallic as well as metallic threats, enabling the 
detection of low metallic improvised explosive devices.

A core member of the NATO Science for Peace and Security 
Programme, Apstec worked closely with US and European partners 
in developing HSR, culminating in the Big City Trials in Paris in 2013.  
The technology has been rigorously tested by many international 
police forces and government agencies.   Operationally, HSR has 
been deployed widely to improve security in crowded places such 
as stadiums, exhibition centers, concert venues, major events, 
places of worship, entrances to airport terminals, transport hubs and 
critical national infrastructure.

Find out more at www.apstecsystems.com

BlackBerry provides intelligent security 
software and services to enterprises and 
governments around the world. The company 
secures more than 500M endpoints including over 175M cars on the road today. Based in 
Waterloo, Ontario, the company leverages AI and machine learning to deliver innovative 
solutions in the areas of cybersecurity, safety and data privacy solutions, and is a leader in the 
areas of endpoint security management, encryption, and embedded systems. BlackBerry’s 
vision is clear - to secure a connected future you can trust.

BlackBerry AtHoc is the market leading Critical Event Management platform, helping 
organizations to keep their people safe and their operations running. BlackBerry AtHoc strives 
to make the world safer through our trusted and proven Critical Event Management platform. 
We use our experience in Critical Event Management and Business Continuity to help keep 
our customer’s people safe and operations running. Our platform is built to be adaptable in 
order to support a continually evolving workplace.

Find out more at www.blackberry.com/us/en

DAY 3: PROTECTING CNI & CROWDED PLACES 
AND ADAPTING LAW AND ORDER

DAY 4: INTERNATIONAL DISASTER RESPONSE

	 Recent terror attacks in Europe and the Middle East 
are a timely reminder that terrorism has not gone 
away, even during the global pandemic.  As part of 
its continued support to countering terrorism, Apstec 
is looking forward to joining the security community 
during IS Week to explore how the pandemic has 
impacted security screening protecting crowded places 
and what that means for the future.
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E:  info@internationalsecurityexpo.com
T:  +44 (0) 20 8941 9177

W:  www.internationalsecurityexpo.com/international-security-week 

REGISTER FOR YOUR
FREE PASS

Sign up today free of charge to register for ISWeek2020 
https://www.internationalsecurityexpo.com/isweek-free-pass

Official Lead Media Partner

International Media Partner

Organised By:

FREE SECURITY REPORT WORTH £5,000
A strategic report, commissioned by Westlands 
Advisory worth £5k will be available for download 
if you join us live for any session during 
International Security Week. All registrations 
receive the Executive Summary as soon 
as you register a free pass!
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