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Notable Incidents: 

Estepona Hotel, Marbella (Sept 2018)
Montego Bay, Jamaica (Sept 2018)
Desert Hot Springs, California (Aug 2018)
Cheadle Hotel, Oxford (July 2018)
Intercontinental, Kabul, Afghanistan (Jan, 2018)
Mandalay Bay, Las Vegas (Oct 2017)
Terrain Hotel, South Sudan (July 2016)
Grand-Bassam, Ivory Coast (Mar, 2016)
Riu Imperial Marhaba, Sousse (Jun, 2015)
Corinthia, Libya, (Jan 2015)
Radisson Blu, Mali (Nov 2015)
Palestine, Babel & Hamra (Jan 2015)
Oberoi & Taj, Mumbai (Nov, 2008)
Marriott, Islamabad (Sept 2008)
JW Marriott, Jakarta (Aug 2003)
Sheraton, Karachi (May 2002)
Nevsky, St Petersburg, Russia (Feb 1996)



Why Hotels?

Perceived as ‘Soft Targets’ - easily accessible & welcoming

Symbolic of a national interest (US, UK, etc.)

Frequently occupied by associated nationalities

Symbolic of ‘Political leaning’ or ‘Cultural lifestyle’ 

Enclosed Area (by design or construction)

Conferences and Gatherings

Collateral Targeting (Opposing Groups, Governmental Officers, etc.)

Mass Fatality & Casualty Optimum




EVOLVING THREATS



Hijacking
Hostage Taking/Kidnapping
Arson
Vehicle-Ramming
Assault (Knife)
Assault (Firearm)
Bombing - IED + Suicide

2.50%
2.80%

3.80%

6.80%

.30%

24.30%

59.80%

Civilian / Private Property
Law Enforcement
Military
Other Governmental

204

88

59

49

TERRORIST MODUS OPERANDI
Techniques, Tactics & Procedures (2001 -2018)

Sources: PACE 2018



KEY CONSIDERATIONS



THREAT

METHOD OF
ATTACK

COUNTERMEASURES

OBJECTIVE

THREAT IMPACT CONSIDERATIONS
W i t h  e a c h  t y p e  o f  t h r e a t ,  i t  s h o u l d  b e  c o n s i d e r e d  h o w  y o u  c a n  p r o t e c t  a g a i n s t  i t .

What kind/type of threat could impact/target the site?

T H E  T H R E AT

What means and methods could they employ?

T H E I R  M E T H O D  O F  
AT TA C K

What measures, systems, equipment, training and procedures 
could be implemented to protect against it?

Y O U R  
C O U N T E R M E A S U R E S

What could they be seeking to target or attack?

T H E I R  O B J E C T I V E



The Paths Of Least Resistance 



 

Surrounding Areas

Perimeter Areas

Key Areas

 Designing & Configuring your Security / Hostile Reconnaissance Detection Thresholds

ZONING YOUR AREAS



THE IMPORTANCE OF DETERRENT VALUES

Deterrence is the art of producing, in the mind of the enemy,  
the fear to attack.

Sterling Hayden



Review, Review, Review



Early Awareness & Recognition

Luck is not an acceptable substitute 
for early detection

                 Valerie Harper



Communication, and communication strategy, is not just part 
of the game. It is the game.

Ensure you have an effective communications strategy
Talk low, talk slow and don’t say too much

John Wayne



Breathe, Look, Think & Then Act



@willgeddes

Phone: 0870 464 1000

www.icpgroupcompanies.com


www.tacticson.com

QUESTIONS ?

http://www.icpgroupcompanies.com
http://www.tacticson.com

